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METHOD OF SUPPORTING POWER
CONTROL IN A COMMUNICATION
NETWORK

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a method of supporting
power control in a communication network, said network
including a plurality of network elements that perform packet
forwarding, wherein each network element includes one or
more ports—element ports—.

2. Description of the Related Art

In order to reduce global CO2 emissions incurred by the
operation of information and communication technology
(ICT), energy management of ICT infrastructures has
become one of society’s key objectives. In particular, reduc-
ing the energy consumption of communication networks, e.g.
data centers or core networks, which may be composed of a
large number of network elements, such as network switches
and network routers, has become an important partial objec-
tive within the ICT scope.

On one hand, energy saving strategies deal with questions
of how to forward traffic in such a way that the network
elements are optimally utilized in terms of energy consump-
tion. For example, increasing the traffic flow on a highly
loaded network element is generally more suitable, since it
will more likely lead to the situation where network elements
that are only lightly loaded can be relieved of all traffic flow
eventually. On the other hand, and usually subsequent to the
calculations of the energy saving strategies, power control
mechanisms act on the network elements by shutting them
down and starting them up without impacting the network’s
functioning. Which network elements to shut down and
which ones to start up is often decided separately from the
energy saving strategies and requires a consistent analysis of
the network state such that only those network elements are
shut down that are definitely known to be not in use.

This problem shows to be very difficult because commu-
nication networks are generally characterized by complex
traffic flows and dynamic interactions between peers con-
nected to the network. As a result, the network elements’ state
relevant for performing packet forwarding and routing deci-
sions may change frequently. This leads to the particular
situation that a network element cannot be shut down solely
based on an analysis of its own state, but the state of adjacent
network elements must also be considered. Additional com-
plexity is introduced by the fact that power state transitions
may incur a certain amount of time, and during the process of
starting up, packets that cannot be forwarded via a transiting
network element need to be handled in a suitable way.

Apart from energy saving strategies that focus on the opti-
mization of the utilization of network elements, e.g. the ones
described in M. Baldi, Y. Ofek: “Time for a “Greener” Inter-
net.”, in Proceedings of the IEEE International Conference on
Communications Workshops, 2009, or in PCT/EP 2010/
002219 (not yet published), state of the art related to power
control does not provide an effective solution on how to
decide consistently and uniformly which network elements
must be turned on or off in exactly which situations.

On the one hand, relatively simple methods enable to shut
down and start up individual network elements (e.g.
described in the White Paper: “Wake on LAN Technology.”,
Lieberman Software Corporation, Rev 2—Jun. 1, 2006, or in
White Paper: “Magic Packet Technology. Advanced Micro
Devices.”, Publication #20213, Rev: A, Amendment/0. Issue
Date: November 1995). More specifically, U.S. Pat. No.
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4,677,566 and U.S. Pat. No. 4,635,195 provide a centralized
power control logic system that maintains a consistent view
of'the power state of a set of connected network elements and
allow to control the power state of each connected element by
turning it on or off. These contributions do, however, not
consider the larger network context each network element
may be part of. In summary, the above mentioned approaches
can be regarded as enabling technologies that may be used by
the method proposed by the present invention.

On the other hand, some power management methods also
consider interactions between processing elements of the
same network element (e.g. described in US 2004/0163000
Al) or a network element’s wider context (e.g. described in
US2009/0274070 Al), but do not define concrete methods
that consistently perform power control of all the network
elements in a communication network. More specifically, US
2004/0163000 A1 describes a state machine that is incorpo-
rated into the network processor of a network element (e.g. a
SOHO router), which adapts the power consumption of mul-
tiple processing elements of that network processor depend-
ing on monitored utilization of each processing element and
also based on interdependencies between processing ele-
ments of the same network processor. US2009/0274070 Al
describes methods to optimize power management of end and
network devices attached to a communication network.

BRIEF SUMMARY OF THE INVENTION

It is therefore an object of the present invention to improve
and further develop a method of the initially described type of
supporting power control in a communication network in
such a way that an optimized utilization of network elements
becomes readily possible, while at the same time the overall
energy savings in the communication network shall be highly
effective.

In accordance with the invention, the aforementioned
object is accomplished by a method comprising the features
of'claim 1. According to this claim, such a method is charac-
terized in the steps of assigning a flow table to each of said
network elements, wherein said flow table includes flow
entries that specify via which element ports to forward pack-
ets the network element receives, deriving target sets from
said flow tables, wherein a target set characterizes either a
network element as a whole—element target set—or an indi-
vidual element port—port target set—in terms of its utiliza-
tion, and based on changes in the respective target sets, decid-
ing on the enforcement of power states on said network
elements and/or said element ports.

While intuitively, a freed network element can be turned
off and when required must be turned on again, according to
the invention it has been recognized that controlling a net-
work element’s power state in a uniform and consistent way
often shows to be very difficult. This is because in networks
where switching and routing is used to forward packets, a
network element’s state may change frequently and may also
depend on the state of adjacent network elements. Further-
more, changing the power state of a network element may
involve temporal overhead that needs to be considered, and
care must be taken to handle data packets in an appropriate
way while network elements are in the process of starting up.

According to the present invention the power state of net-
work elements in a communication network is controlled
based on the notion of so-called target sets and their manage-
ment. Target sets characterize each network element and its
individual element ports by a set based on which it is possible
to quickly decide whether the network element and each of
the element ports must be turned on or off. As a result, the
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method according to the present invention provides a com-
prehensive practical basis (target sets and their management)
to characterize whether a network element and also an
element’s port must be turned on or off with minor impact
(only delays) on packet forwarding. In contrast to prior art
approaches, the present invention considers multiple inter-
connected network elements on the granularity of both the
elements and their individual ports. This means that a net-
work-wide power management approach is taken by consid-
ering a wider context of each network element that is beyond
the individual element’s view.

Transitional delays between power states (e.g. startup and
shutdown durations) can be parameterized arbitrarily, for
instance, individually for every single network element,
which does not influence the functioning of the methods.
Moreover, the method according to the present invention is
applicable to any kind of energy model that may be used for
a network element, for instance, elements where the power
consumption of individual ports is negligible, in which case
the target set of the complete network element can be used to
control only the complete network element.

Target sets, as defined by the present invention, are used to
characterize both a network element as a whole and indi-
vidual element ports in terms of their utilization, and they are
derived from flow entries. According to a specific embodi-
ment the target set of a single element port P of a network
element S may be defined, informally, as the union of the
following two subsets of flow entries:

1) All flow entries of network element S that have a for-
warding rule whose egress port points to element port P. That
egress port can be either the concrete port number P or an
aggregation that includes port P, such as “all egress ports” or
“all ports but the port via which the packet was received”.

2) All flow entries of network element T, which is con-
nected to network element S’s port P via T’ s port Q, each flow
entry having as egress port Q or an aggregation that includes
port Q, such as “all egress ports” or “all ports but the port via
which the packet was received”.

The union of the two subsets in 1) and 2) may then be
defined to constitute the “port target set” for element port P
and together with the changes in this target set determines
when an element port is in use and when an element port can
be turned on or off.

In analogy to the port target set, extending the above con-
ceptto a whole network element, all individual port target sets
of'element ports P,, P,, . . ., P,, of a network element S may
be unified in an “element target set” for the whole network
element S.

Based on the definition of target sets as describe above it
may be provided that an element port is deactivated in case the
corresponding port target set becomes empty and/or that a
network element is deactivated in case the corresponding
element target set becomes empty. In other words, if an ele-
ment target set is nonempty, the associated network element
must remain operational, otherwise, it can be turned off
because the network element does not have any flow entries
pointing to it (neither from the network element itself, nor
from any other network element that is connected to it).

According to a specific embodiment a centralized power
control may be provided that, upon relevant changes of a port
target set and/or an element target set, initiates the activation/
deactivation of the corresponding element port and/or net-
work element. This means that a centralized power control
approach leaves all control actions to a controller and works
in a centralized way. That is, upon the relevant changes of port
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4

or element target sets, the controller initiates the shut down
and start up of the corresponding element port and network
element, respectively.

In case of a centralized power control approach it may
further be provided that the centralized power control calcu-
lates a routing path, identifies network elements on the rout-
ing path, and stores a local copy of the flow tables of each of
the network elements. Moreover, the centralized power con-
trol may calculate changes in the flow tables that need to be
applied to establish the routing path, and select those network
elements and element ports for which the element target set
and port target set, respectively, have become non-empty.
After having done so, the centralized power control may
contact each selected network element and element port to
initiate start up. As a result, an efficient adding of flow entries
is realized, which requires only those network elements that
are actually involved in packet forwarding along the routing
path to become activated.

In contrast to the starting up of an element port, starting up
a network element generally takes a significant amount of
time. This means that a packet that has been intercepted by a
network element may have to be forwarded via intermediary
network elements that are not yet operational. The trivial
solution is to simply drop the packet and all subsequent pack-
ets that match the same flow entry until all required network
elements are operational. This solution is undesirable, since it
may involve a large number of packets being dropped and
especially for users in the Internet may result in suboptimal
experience.

In order to avoid excessive packet droppings, which would
result in a declined user experience, it may be provided that a
packet intercepted by a network element on its routing path
towards a destination node is buffered by that network ele-
ment until it receives a signaling message from the central-
ized power control indicating that all network elements of the
routing path have become activated.

As an alternative to a purely centralized power control, in
which a centralized controller node is in charge of the entire
control including the respective signaling, a power control
approach could be deployed according to which at least some
of'the functionality is embedded in the network elements. For
instance, in such case it may be provided that a first network
element at which a packet, which is to be transmitted within
the network, is intercepted buffers that packet and asks the
centralized controller to find an appropriate routing path
through the network. In a next step the first network element
may contact all network elements on the routing path, com-
municating routing table entries to them. After that, the first
element may wait for incoming notifications about all net-
work elements on the routing path being operational, and it
may then release the buffered packet into the network. Ele-
ment target sets and/or port target sets may be updated by the
network elements on the routing path individually according
to the routing information received from the first network
element.

The main benefits of embedded power control are twofold:
First, it does not require replicating information about each
network element’s flow table at the controller node for the
purpose of power control, but the network elements manage
their state alone to accomplish power management. That is,
the decentralized, embedded model allows autonomous
power management without the involvement of an external
party. Secondly, it takes advantage of the fact that timing out
of flow entries is already a local action that is autonomously
occurring in the network and suggests embedded handling in
the first place. Hence, both reduction of the communication
between network elements and controller node and the reduc-
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tion of computations at the controller node can significantly
improve overall management efficiency.

The decentralized, embedded method can be deployed in
existing networks without affecting its regular function. It is
even possible to mix network elements supporting power
management and those not supporting power management.
By providing both centralized and embedded methods for
power control, an application in many types of network infra-
structures is possible, depending on the support in network
elements. It is even possible to mix features of centralized and
embedded methods, which would be appropriate in hetero-
geneous infrastructures. For instance, in a specific embodi-
ment it may be provided that methods of centralized and
embedded power control are combined into a hybrid method
such that one network segment is controlled by the embedded
methods, while another segment, which may not support the
embedding of management functions, is controlled centrally.

The removal of flow entries is of particular interest in the
embedded case because a significant amount of messages to
the controller node can be omitted. According to a preferred
embodiment it may be provided that a network element, in
case a flow entry is removed from its flow table, adjusts its
port target set and element target set, determines the set of
adjacent network elements whose target sets are affected by
the removed flow entry, and signals to all affected adjacent
elements the removed flow entry. Based on the received infor-
mation, all network elements are enabled to adapt their own
element target sets and port target sets autonomously and to
initiate appropriate shut-down procedures, if possible.

Generally, it may be provided that flow entries are removed
from flow tables implicitly by the definition of flow entry
timeouts. Alternatively, flow entries may be removed from
flow tables upon explicit request from the centralized power
control.

In principle, the shutting down of affected element ports
and network elements can be executed with immediate effect.
For an element port, this makes sense virtually always,
because any overhead involved in port shutdown (e.g. deac-
tivation of those parts of the element’s electronics that are
responsible for packet transmission and reception) can be
assumed to be negligible in modern network switches and
network routers. Whenever the port is required again, it can
also be started up virtually immediately. For a complete net-
work element, this situation is different because overhead in
both temporal and energy terms is significant. To economize
the network element’s state changes it may be provided that,
in case of a network element deactivation, an explicit idling
period is introduced that has to elapse before the network
element’s deactivation procedure is finally initiated. If any
flow entry is created in the meantime that leads to the creation
of an element target set of the considered network element,
that idling period may be reset and the network element may
be considered in use again. Realizing the idling timeout can
be done at the controller node or within the respective net-
work element directly, if supported.

In case a port or switch is to be switched off and there are
still packets queued on that port or switch, a local policy about
how to proceed is consulted. Packets could simply be dropped
and the shut-down action could be enforced immediately.
Alternatively, the port/switch could just be tagged for shut-
down and will only be switched off when the respective
queue(s) have been emptied. The advantage is that packet
drop is avoided and the efficiency of the network is sustained.

According to another embodiment, instead of buffering
packets during delayed switch startup, it may be provided that
the delay incurred by the starting up of a relevant network
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6

element is signaled back to the requester, which then repeats
the request when the delay has elapsed.

Purely centralized power control as described above bears
the problem that it involves significant communication over-
head between network elements and the controller node. The
following example illustrates the possible magnitude of over-
head: Assume a network with 1000 network elements, each
possessing a fairly sized flow table that leads to 1 flow entry
timeout per second. In the whole network, this leads to 1000
signaling messages that the controller node will receive so
that it can re-determine target sets. This is a significant over-
head that can easily result in a bottleneck, especially because
it is unlikely that the timeouts occur evenly distributed, but
likely highly accumulated during some periods.

In order to improve this situation, according to another
preferred embodiment, it may be provided that the centralized
power control duplicates or mimics network element state
changes relevant to element target sets and/or port target sets.
The centralized power control, based on information about
hard flow entry timeouts, may then remove flow entries from
its local copy of network elements’ flow tables at the end of
the entries’ lifetimes. Network elements do the same on their
copy ensuring both copies to be equal. Accordingly, there is
no need to explicitly signal flow entry removal due to hard
timeouts from network elements to the controller node.

On the other hand, soft timeouts do need to be signaled, but
their forwarding can be optimized. The respective solution
that will be described in the following exploits the fact that
many relevant events are independent of network traffic and
can be mimicked by the controller node without network
interaction. It is based on an optimization of the occurrence of
traffic-dependent events by synchronization both among one
another and also with traffic-independent events. The relevant
actions that may occur in conjunction with a flow entry are the
following:

Adding of flow entry by controller node: this action
requires the explicit interaction between the controller
node and the network element, but no additional signal-
ing.

Explicit removal of flow entry by controller node: again,
explicit interaction is required for this action and no
additional signaling. As stated previously, this action
should occur rather rarely, otherwise, a bottleneck will
form.

Removal of flow entry by hard timeout: because a hard
timeout is a fixed constant that is known to the controller
node, the behavior of flow entry removal based on hard
timeouts can easily be mimicked by the controller node.
Therefore, no signaling is required for this traffic-inde-
pendent action.

Removal of flow table entry by soft timeout: in contrast to
hard timeouts, soft timeouts are traffic-dependent
because they are reinitialized with every packet that is
forward according to the flow entry the timeout is asso-
ciated with. Signaling is required, but can be optimized
as described below.

It is likely that soft timeouts dominate the types of tim-
eouts, since they are the most reactive ones due to their
dependency on traffic. However, due to their traffic-depen-
dency, they cannot be mimicked easily at the controller node,
for which the controller node would need to monitor traffic at
every network element.

With respect to an optimization of the signaling of soft
timeouts to the controller node it may be provided that soft
flow entry timeouts of different flow entries of a flow table are
synchronized with each other by introducing a soft timeout
clock cycle. Additionally, it may be provided that hard tim-
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eouts are synchronized with soft timeouts by making the hard
timeout interval a multiple of the soft timeout clock cycle.

Generally, each selected network element and element port
may be contacted by a control message from the centralized
controller node to initiate start up. In the situation where a
network element is on and only an element portis to be started
up, this can be achieved for example via SNMP (Simple
Network Management Protocol). In the situation where a
network element is currently turned off and requires startup,
signaling can be achieved by using for example Wake-On-
LAN technology via special packets. Therefore, each net-
work element may be equipped with such Wake-on-LAN
capabilities, preferable on each port (e.g. via a “magic”
packet).

According to a specific application scenario, the methods
as describe above may be applied to network routers that
make use of routing tables containing routing entries, which
decide on how to forward data packets. In this embodiment,
routing entries correspond to flow entries, and routing tables
correspond to flow tables. Target sets and target set manage-
ment is then performed based on the routing entries of net-
work routers. Alternatively or additionally, the methods may
be applied to network switches that make use of switching
tables containing switching entries, which decide on how to
forward data packets. In this embodiment, switching entries
correspond to flow entries, and switching tables correspond to
flow tables. Target sets and target set management is then
performed based on the switching entries of network
switches. The switches may be, for instance, OpenFlow
switches, where flow tables and flow table entries are used to
define and manage the target sets of OpenFlow switches and
their ports. In particular, it is possible to apply the proposed
methods to networks that are composed of heterogeneous
network elements, such as network routers and network
switches. It is possible to extend the definition of target sets in
such a way that it can capture both routing and switching
information consistently, because the semantics of that infor-
mation is similar.

BRIEF DESCRIPTION OF THE DRAWINGS

There are several ways how to design and further develop
the teaching of the present invention in an advantageous way.
To this end, it is to be referred to the patent claims subordinate
to patent claim 1 on the one hand and to the following expla-
nation of preferred embodiments of the invention by way of
example, illustrated by the figure on the other hand. In con-
nection with the explanation of the preferred embodiments of
the invention by the aid of the figure, generally preferred
embodiments and further developments of the teaching will
be explained. In the drawings:

FIG. 1 is a schematic view of a network element as
employed according to an embodiment of the present inven-
tion,

FIG. 2 is a schematic view generally illustrating the con-
cept of element target sets and port target sets as employed
according to an embodiment according to the present inven-
tion,

FIG. 3 is a schematic view illustrating the adding of flow
entries (left) and the removal of flow entries (right) with a
centralized power control according to an embodiment of the
present invention,

FIG. 4 is a schematic view illustrating a delayed network
element startup and packet buffering with a centralized power
control according to an embodiment of the present invention,
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FIG. 5 is a schematic view illustrating the synchronization
between soft timeouts and hard timeouts of flow entries
according to an embodiment of the present invention, and

FIG. 6 is a schematic view illustrating the timeout and
removal of flow entries with an embedded power control
according to an embodiment of the present invention.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

In the following descriptions, as already mentioned above,
the general terms “network element” and “element port” are
used to refer to any kind of network element that performs
packet forwarding, for example, a network router or a net-
work switch. FIG. 1 schematically depicts a network element
1 as employed according to an embodiment of the present
invention. For instance, network element 1 may be a network
switch or a network router.

The illustrated network element 1 includes a total of four
element ports 2 via which incoming/outgoing packets can be
received/transmitted by the network element 1. Internally, the
element ports 2 are connected to an element processor 3 that
is in charge of the entire element control. In the network
element 1, a “flow table” 4 is assumed that contains “flow
entries” 5 (three of which are exemplarily indicated in FIG. 1)
that decide how to forward packets that the network element
1 receives. A flow entry 5 generally defines a mapping
between physical element ports, but can also involve virtual
ports such as “all ports but the port via which the packet was
received” or “queue i on port j”.

1. Target Sets

An important prerequisite to the definition of power control
algorithms and the execution of power control actions is the
knowledge about whether and when a specific network ele-
ment can be turned off without compromising network func-
tions. For example, it is intuitively clear that a network ele-
ment involved in forwarding packets that belong to a certain
traffic flow cannot be turned off while doing so. On the other
hand, a network element should be turned on just at the right
time when it is required for packet forwarding, while taking
into consideration the latency for the network element start-
up process.

In the following, the conditions are described under which
a particular network element will be turned on and off based
on the concept of target sets. Target sets are used to charac-
terize both a network element as a whole and individual
element ports in terms of utilization and are derived from flow
entries. Consider the target set of a single element port P of a
network element S first, which is defined, informally, as the
union of the following two subsets of flow entries:

1) All flow entries of network element S that have a for-
warding rule whose egress port points to element port P. That
egress port can be either the concrete port number P or an
aggregation that includes port P, such as “all egress ports” or
“all ports but the port via which the packet was received”.

2) All flow entries of network element T, which is con-
nected to network element S’s port P via T’s port Q, each flow
entry having as egress port Q or an aggregation that includes
port Q, such as “all egress ports” or “all ports but the port via
which the packet was received”.

The union of the two subsets in 1) and 2) is the “port target
set” for element port P and together with the changes in this
target set determines when an element port is in use and when
an element port must be turned on or off. When the port target
set is nonempty, at least one element in the set (that is, a flow
entry) points to port P either directly (at network element S) or
indirectly (at some adjacent network element T) and the port
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might be in use for packet forwarding. If the port target set is
empty, element port P is not the egress or ingress port for any
packet and can be deactivated. The relevant changes in a port
target set are, therefore, the creation of a port target set for an
element port (or, the adding of the first element to an empty
port target set) that indicates that an element port must be
turned on, and the emptying of a port target set (or, the
removal of the last element from a nonempty port target set),
which indicates that an element port can be turned off.

The previously described scheme holds for single element
ports of a network element and can be extended to the whole
network element as follows. For that, all individual port target
sets of element ports P, P,, .. ., P, ofanetwork element S are
unified in an “element target set” for the whole network
element S. In analogy to the port target set, if the element
target set is nonempty, the network element must remain
operational, otherwise, it can be turned off because the net-
work element does not have any flow entries pointing to it
(neither from the network element itself, nor from any other
network element that is connected to it).

Both port target sets and element target sets are schemati-
cally illustrated in FIG. 2. In FIG. 2, a number of flow entries
are removed at network elements S, and S;. As a result, the
port target sets of S; and the element target sets of both S, and
S; change. Because the element target set of S, is now empty,
that network element can be shut down. For network element
S;, only the port target set TS;5 has become empty, and
element port P, can be shut down. The case where flow entries
are added works analogously.

According to an even more sophisticated embodiment, the
definition of element target sets and port target sets may also
consider the possibility that these target sets can be con-
structed by cooperation also beyond the adjacent network
elements of the considered network element (that is, to neigh-
bors of neighbors of the network element in question). In
another embodiment, the definition of port target sets and
element target sets can be influenced also by additional exter-
nal triggers, e.g. in order to start up a switch even if no flow
entries are pointing to it. In still another embodiment, the
notion of port target sets and element target sets can also be
applied to higher levels of aggregations, such as target sets
that capture a network segment that is composed of several
network elements.

2. Power Control Methods

In the following, two methods for power control based on
port and element target sets according to the definition
described above will be explained in some more detail. The
first solution, “centralized power control”, assumes that a
controller node performs all control actions on network ele-
ments. In the second solution, “embedded power control”,
control actions are, at least partly, performed within the net-
work by cooperation between network elements. The first
solution does not require specific functionality of network
elements. The second solution requires additional computing
support in the network elements.

2.1. Centralized Power Control

Centralized power control leaves all control actions to the
controller and works in a centralized way. That is, upon the
relevant changes of port target sets or element target sets, the
controller initiates the shut down and start up of the corre-
sponding port and element, respectively.

2.1.1. Adding of Flow Entries

Adding of flow entries in connection with a centralized
power control is illustrated in the left part of FIG. 3. Accord-
ing to the illustrated embodiment the following sequence of
steps will be executed:
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1) The controller node calculates a new path through a
network which applies to a stream of packets (a “flow”). The
network elements on that path are identified.

2) The controller node stores a local copy of each network
element’s flow table and calculates the changes that need to
be applied in order to establish the previously selected route
through the network. It applies the calculated changes to the
local copy of the flow table and then recalculates both port and
element target sets that might be affected according to the
target set definitions in Section 2. The set of network elements
that are affected are the ones that were just augmented by an
additional flow entry, and those adjacent network elements
that are pointed to by any network element’s new tlow entry.
Based on the performed calculations, those network elements
and element ports are selected for which the element target set
and port target set, respectively, have now become non-
empty.

3) Each selected network element and element port is con-
tacted by a control message from the controller node to ini-
tiate start up. In the situation where a network element is on
and only an element port is to be started up, this can be
achieved for example via SNMP. In the situation where a
network element is currently turned off and requires startup,
signaling can be achieved by using for example Wake-On-
LAN technology via special packets (as described, for
instance, in the two White Papers named in the introduction).

4) As soon as all network elements and element ports are
started up, the controller node adds flow entries for the new
flow at the subset of network elements that are involved in
forwarding packets via that flow.

Switching on network elements can happen in in-band or
out-of-band fashions. In the out-of-band case all network
elements possess a direct link to the controller node and they
can be switched on directly and in parallel. In the in-band case
start-up messages are sent to network elements via the regular
data links and are therefore subject to the same routing and
power-savings mechanisms as regular packets. It can there-
fore happen that contacting certain network elements requires
switching on other elements beforehand. The controller node
therefore calculates a plan for sequentially switching on ele-
ments based on the power states of elements and element
connectivity, in case direct reachability is not given.

2.1.2. Delayed Network Element Startup and Packet Buff-
ering

In contrast to the starting up of an element port, starting up
a network element generally takes a significant amount of
time. This means that a packet that has been intercepted by a
network element may have to be forwarded via intermediary
network elements that are not yet operational. The trivial
solution is to simply drop the packet and all subsequent pack-
ets that match the same flow entry until all required network
elements are operational. This solution is undesirable, since it
may involve a large number of packets being dropped and
especially for users in the Internet may result in suboptimal
experience.

Instead, according to the embodiment described in the
following in connection with FIG. 4, a packet is buffered until
all relevant network elements become available again. This
solution is transparent in functional terms but only involves a
delay in the response to the request that is being buffered.
Since in most cases the buffered packet corresponds to an
initial request of a client application (e.g. the request to start
streaming a video), only a single delay is introduced until the
flow is firmly established, which is often acceptable (and
often also indistinguishable from other possible causes for
delay) by a client.
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The delayed network element startup and packet buffering
method works according to the following steps, illustrated in
FIG. 4:

1) The packet is intercepted by the controller node and
processed in such a way that a destination end node that is
connected to the network is selected and also a network path
to that end node. For that, any load balancing and path calcu-
lation engines can be used, e.g. the ones described in PCT/EP
2010/002219 (not yet published). In FIG. 4, the selected path
is via network elements S1, S2, and S3.

2) From the flow entries to be created, those are enforced
that belong to network elements that are currently operational
(on). Network elements that are currently off cannot be com-
municated with for flow entry creation. In FIG. 4, only S1 is
operational.

3) To the network element at which the packet was inter-
cepted, the controller node indicates to buffer the packet until
further notice from the controller node. The network element
in turn puts the relevant packet in a local buffer.

4) For all network elements that are currently off, the
controller node signals to these elements that they need to turn
on. This can be accomplished, for instance, by Wake-on-LAN
technology as noted before. Those network elements that are
already in the process of starting up (which is possible due to
a previous flow creation process) may be omitted.

5) During the time the affected network elements are start-
ing up, the controller also holds a record with a suitable packet
1D (e.g. the packet’s sequence number) and the network ele-
ment that buffers the packet. Furthermore, IDs (e.g. IP
addresses) of the network elements that are pending startup
are stored in that record as well.

The right side of FI1G. 4 shows the situation where network
elements S2 and S3 are completing their startup procedure,
with the following steps occurring:

6) At t1, network element S2 completes its startup process
and becomes operational, which it signals to the controller
node.

7) The controller node removes S2 from the set of network
elements pending startup for the buffered packet entry and
transmits the flow entry to be created to S2.

8) At 12, network element S3 becomes operational and
signals to the controller node.

9) The controller node removes S3 from the set of network
elements pending startup and transmits S3’s flow entry.

10) At this time, the controller node detects that the set of
pending network elements is empty, indicating that the path
of the flow is complete.

11) The controller node now sends a forwarding indication
to indicate to the buffering network element that the packet
currently buffered can be released into the network.

12) At this time, all flow entries exist in network elements
S1, S2, and S3 and the packet can be forwarded to its desti-
nation.

2.1.3. Removal of Flow Entries

The removal of flow entries can occur either implicitly by
flow entry timeouts or by explicit request of the controller
node. Flow entry timeouts can further be distinguished into
soft and hard timeouts, where the first depends on the most
recent use time of the respective entry and the last is a firm
timeout that occurs after a fixed period from the installation of
the flow entry. In any case, expiration of an entry triggers
re-calculation of both port and element target sets. The pro-
cess of flow entry removal after a (soft or hard) timeout of a
flow table entry has occurred is illustrated in FIG. 3 on the
right side. In practice, such timeouts can be expected to occur
much more frequently than the proactive removal of a flow
table entry by the controller node.
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1) A hard timeout occurs at a network element and the flow
entry is removed.

2) Entry removal is signaled to the controller node, which
updates the change in its local storage. If the controller node
removes an entry proactively, this step is not applicable. The
controller node then recalculates both port and element target
sets that might be affected by the removed flow entry. Based
on the performed calculations, those elements and ports are
selected for which the element and port target set now contain
no more entries.

3) Inthe mostrigorous case, each selected network element
and element port is contacted by a control message (e.g. via
SNMP) from the controller node to initiate shut down.

4) Network elements and element ports are powered down.
While a port’s powering down becomes effective instanta-
neously, the powering down of a network element may be a
transition involving time, depending on whether the network
element requires consistent shutdown or can be turned off
immediately (the former case being the more likely one).

2.2. Centralized Power Control with Mimic Function

As already mentioned above, centralized power control
proves to be disadvantageous in that it involves significant
communication overhead between network elements and the
controller node.

According to an embodiment of the present invention, in
order to reduce the communication overhead, a method can
be applied according to which the controller node duplicates,
ormimics, network element state changes relevant to port and
element target sets without interacting with the involved ele-
ments. The controller node knows about hard timeouts at
network elements. It can use that information to remove flow
entries from its local copy of network elements’ flow tables at
the end of the entries’ lifetimes. Network elements do the
same on their copy ensuring both copies to be equal. Accord-
ingly, there is no need to explicitly signal flow entry removal
due to hard timeouts from network elements to the controller
node. Soft timeouts do need to be signaled, but their forward-
ing can be optimized as described below. The key ideas of this
part of the invention are

1) to exploit the fact that many relevant events are indepen-
dent of network traffic and can be mimicked by the controller
node without network interaction, and

2) to optimize the occurrence of traffic-dependent events
by synchronization both among one another and also with
traffic-independent events.

2.2.1. Synchronization of Soft Timeouts Among One
Another

In the usual approach, a soft timeout is a time interval

dt,, 5 simeoue that expires if a flow entry has not been used for
dt,, 5 simeour 1T @ packet is forwarded at current time T
hence, the next soft timeout is scheduled for T
dtsoft—t‘imeout'
According to an embodiment of the present invention
clocked soft timeouts are used, where a soft timeout clock
interval dt, 4 . cour-cyere 19 10troduced and soft timeouts are
clocked accordingly. Then, a packet thatis switchedat T ...,
leads to the scheduling of the next soft timeout for the corre-
sponding flow table entry at T4, imeout
dt,, 5 simeourpn- F1G. 5 illustrates several examples of this type
of synchronization. In particular, it is to be noted that the
non-clocked soft timeouts of different flow entries do not
have to be of the same length.

All flow table entries that are expiring at the same time
0¥t 5 imeour-cyere ar€ signaled to the controller together in a
single message. The batching of the entry removal notifica-
tions reduces the communications traffic between the net-

current’

+

curvent
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work elements and their controllers as multiple individual
messages are now signaled together in a single message.

2.2.2. Synchronization of Soft Timeouts and Hard Tim-
eouts

In the usual approach, soft timeouts and hard timeouts

occur independently from one another. According to a spe-
cific embodiment of the present invention a further optimiza-
tion of the occurrence of soft timeouts is achieved by syn-
chronizing them in a way that is more likely to coincide with
the occurrence of hard timeouts. This can be supported by
making the hard timeout dt,,_, ;. ,. 00, I0terval a multiple of
the soft timeout clock cycle, that is, dt,,, . imeow=10"
dtsoft—t'[meout—cycle'
Using this kind of synchronization leads to soft timeouts
that coincide with hard timeouts that need not be signaled
separately to the controller node since the hard timeout is
known to the controller and correctly reflected in the control-
ler’s flow table copies.

In FIG. 5 an example is shown where a soft timeout
At simeours 18 clocked and synchronized with hard timeouts
such that it coincides with a hard timeout. It is to be noted that
it is not necessary to synchronize hard timeouts among one
another, because they are traffic-independent and can be
mimicked by the controller node.

The following example uses values of the previous
example and illustrates the effectiveness of timeout synchro-
nization. It is assumed db, . imeow 00 S5 Mpsimeons7 S5
At simeour-cyere=10 8. As before, it is further assumed that
1000 soft timeouts occur every second in the whole network.
Synchronization leads to 167 timeouts occurring in sync in
the mean, and in particular, to 167 timeouts that are in sync
with the hard timeout. Assuming that the events generated by
timeouts can be fully aggregated in the network prior to their
signaling to the controller node, only 5 aggregate messages
need to be sent to the controller node. This approach therefore
requires the network to support such aggregation functional-
ity in order to exploit the full potential of the synchronization
method.

2.3. Embedded Power Control

Centralized power control either without or with mimic
function requires the interaction between network elements
and the controller node. In particular, the controller node
always needs to send explicit shut down messages to the
network elements in order to shut them down.

According to an embodiment of the present invention the
management of port target sets and element target sets is
distributed by embedding this function into the network ele-
ments themselves. Similar to the aggregation function
applied in Section 2.2.2, embedding target set management
requires additional computational support at the network ele-
ments (e.g. switches).

In the following, three basic assumptions are made about
the enabling technologies required to allow the implementa-
tion of embedded power control:

Each network element possesses Wake-on-LLAN capabili-
ties on each port (e.g. via a “magic” packet), as has been
assumed previously.

Each network element possesses local computation and
storage capabilities to embed a limited set of manage-
ment functionality.

Each network element can communicate with its neighbor-
ing network elements via a simple management protocol
for signaling purposes.

The principal idea and approach is to distribute target set

management and trigger the turning on and oft of network
elements accordingly.
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2.3.1. Adding of Flow Entries

Adding new flow entries is initiated by a controller node as
described in Section 2.1.1. Modification of power control
with centralized coordination is required with respect to the
approach according to which packets are buffered in a net-
work element while network elements needed for forwarding
the packet are starting up.

According to an embodiment of the present invention the
functionality performed by the controller node regarding
packet buffering and element startup is moved to the first
network element at which the packet was intercepted. In the
embodiments described previously these functions were split
between controller node and network element.

As before, the first network element buffers the incoming
packet and asks the controller to find an appropriate route
through the network. The initial network element then con-
tacts all network elements on the path, communicating rout-
ing table entries to them. Elements that are switched off are
first turned on by exploiting the Wake-on-LAN capability.
The initial element waits for incoming notifications about all
the elements being operational and it then releases the buff-
ered packet into the network as described in Section 2.1.2, so
that it can be delivered to its final destination. Target sets are
updated by the individual network elements according to the
routing information received from the initial network ele-
ment.

2.3.2. Removal of Flow Entries

The removal of flow entries is of particular interest in the
embedded case because a significant amount of messages to
the controller node can be omitted. The removal of a flow
entry that occurs due to a hard or soft timeout is shown in
detail in FIG. 6, with the following steps being executed:

1) A timeout occurs at a network element and the flow entry
is removed.

2) The network element adjusts the local port and switch
target set based on the removed flow entry. The network
element then determines the set of adjacent network elements
whose target sets are atfected by the removed flow entry. This
is done by checking the egress port of the removed entry. If it
is a single port, a single adjacent network element is affected.
In the case of an aggregated port, multiple adjacent elements
may be affected.

3) The network element signals to all affected adjacent
elements the removed flow entry.

4) All network elements adapt their own port and element
target sets autonomously based on the received information.

5) At this point, all network elements whose target sets
have changed have also executed these changes and can
autonomously determine whether one or more ports or the
network element as a whole can be shut down. For each
emptied port target set, the corresponding port is shut down
immediately. For each emptied element target set, the net-
work element enters idling state and is scheduled for shut-
down after a fixed idling period. When the idling period
elapses, the network element finally shuts down.

Finally, it is to be noted that any part of described functions
may be implemented in software, hardware, or both. This
holds specifically for functions that are located at network
elements.

Many modifications and other embodiments of the inven-
tion set forth herein will come to mind the one skilled in the art
to which the invention pertains having the benefit of the
teachings presented in the foregoing description and the asso-
ciated drawings. Therefore, it is to be understood that the
invention is not to be limited to the specific embodiments
disclosed and that modifications and other embodiments are
intended to be included within the scope of the appended
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claims. Although specific terms are employed herein, they are
used in a generic and descriptive sense only and not for
purposes of limitation.

The invention claimed is:

1. A method of supporting power control in a communica-
tion network, said network including a plurality of network
elements that perform packet forwarding, each network ele-
ment including one or more element ports, the method com-
prising:

assigning a flow table to each of said network elements,

said flow table including flow entries that specify via
which element ports to forward packets the network
element receives;

deriving target sets from said flow tables, each of the target

sets characterizing either a network element as a whole
element target set or an individual element port as a port
target set in terms of its utilization; and

based on changes in the respective target sets, determining

enforcement of power states on said network elements
and/or said element ports,

wherein the target set of the element port of the network

element, which is the port target set, includes all flow
entries of said network element that have the element
port as an egress port together with all flow entries of
other network elements that are connected to the ele-
ment port of the network element via an element port
specified as an egress port in the flow entries.

2. The method according to claim 1, wherein the target set
of the network element, which is the element target set,
includes the flow entries of all element ports of said network
element.

3. The method according to claim 1, wherein a centralized
power control is provided that, upon relevant changes of the
port target set and/or the element target set, initiates activa-
tion/deactivation of the corresponding element port and/or
network element.

4. The method according to claim 3, wherein a packet
intercepted by one of the network elements on its routing path
towards a destination node is buffered by said network ele-
ment until the network element receives a signaling message
from said centralized power control indicating that all net-
work elements of said routing path are activated.

5. The method according to claim 3, wherein a first network
element, at which a packet that is to be transmitted within said
network is intercepted, buffers said packet and asks said
centralized controller to find an appropriate routing path
through said network.

6. The method according to claim 5, wherein said first
network element contacts all network elements on said rout-
ing path, communicating routing table entries to all the net-
work elements.

7. The method according to claim 5, wherein said first
element (1) waits for incoming notifications about all net-
work elements (1) on said routing path being operational and
it then releases said buffered packet into said network.

8. The method according to claim 5, wherein element target
sets and/or port target sets are updated by said network ele-
ments on said routing path individually according to the rout-
ing information received from said first network element.

9. The method according to claim 3, wherein said central-
ized power control duplicates or mimics network element
state changes relevant to the element target sets and/or the
port target sets.

10. The method according to claim 9, wherein said central-
ized power control, based on information about hard flow
entry timeouts, removes flow entries from its local copy of the
flow tables of the network elements.
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11. The method according to claim 1, wherein one of the
network elements, when a flow entry is removed from the
flow table of the one network element, adjusts its port target
set and element target set, determines the set of adjacent
network elements whose target sets are affected by said
removed flow entry, and signals to all affected adjacent ele-
ments the removed flow entry.

12. The method according to claim 1, wherein flow entries
are removed from the flow tables by the definition of flow
entry timeouts.

13. The method according to claim 1, wherein flow entries
are removed from the flow tables upon an explicit request
from said centralized power control.

14. The method according to claim 1, wherein, when one of
the network elements is deactivated, an idling period is intro-
duced that has to elapse before a deactivation procedure of the
deactivated network element is finally initiated.

15. The method according to claim 14, wherein said idling
period is reset when a flow entry is created that results in the
creation of an element target set for said network element.

16. The method according to claim 14, wherein said idling
period is controlled by said centralized power control or
within the respective network element directly.

17. The method according to claim 1, wherein soft flow
entry timeouts of different flow entries of one of the flow
tables are synchronized with each other by introducing a soft
timeout clock cycle.

18. The method according to claim 1, wherein hard tim-
eouts are synchronized with soft timeouts by making the hard
timeout interval a multiple of said soft timeout clock cycle.

19. The method according to claim 1, wherein said network
elements are equipped with Wake-on-L AN capabilities.

20. The method according to claim 1, wherein said network
elements are network routers/switches that use routing/
switching tables containing routing/switching entries.

21. A method of supporting power control in a communi-
cation network, said network including a plurality of network
elements that perform packet forwarding, each network ele-
ment including one or more element ports, the method com-
prising:

assigning a flow table to each of said network elements,

said flow table including flow entries that specify via
which element ports to forward packets the network
element receives;

deriving target sets from said flow tables, each of the target

sets characterizing either a network element as a whole
element target set or an individual element port as a port
target set in terms of its utilization; and

based on changes in the respective target sets, determining

enforcement of power states on said network elements
and/or said element ports,

wherein the element port is deactivated when the corre-

sponding port target set becomes empty and/or the net-
work element is deactivated when the corresponding
element target set becomes empty.

22. A method of supporting power control in a communi-
cation network, said network including a plurality of network
elements that perform packet forwarding, each network ele-
ment including one or more element ports, the method com-
prising:

assigning a flow table to each of said network elements,

said flow table including flow entries that specify via
which element ports to forward packets the network
element receives;

deriving target sets from said flow tables, each of the target

sets characterizing either a network element as a whole



US 9,106,580 B2

17

element target set or an individual element port as a port
target set in terms of its utilization; and

based on changes in the respective target sets, determining

enforcement of power states on said network elements
and/or said element ports,
wherein a centralized power control is provided that, upon
relevant changes of the port target set and/or the element
target set, initiates activation/deactivation of the corre-
sponding element port and/or network element, and

wherein said centralized power control calculates a routing
path, identifies network elements on said routing path,
and stores a local copy of the flow tables of each of said
network elements.

23. The method according to claim 22, wherein said cen-
tralized power control calculates changes in said flow tables
that need to be applied to establish said routing path, and
selects the network elements and the element ports for which
the element target set and port target set, respectively, have
become non-empty.

24. The method according to claim 22, wherein said cen-
tralized power control contacts each selected network ele-
ment and selected element port to initiate start-up.

#* #* #* #* #*
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